
Train every user on how to recognize phishing attempts and
scams

Use the leading anti-virus and anti-malware software –
and keep it updated

Set up Data Encryption

CYBERSECURITY 
CHECKLIST:

Maintain an actively managed “next-generation” firewall 

Back up your critical systems and information

Keep your hardware modern and software up to date

Use complex passwords or passphrases and enable multi-
factor authentication wherever possible.

Regularly review who has access to your applications,
especially the IT admin functions

Develop a Wi-Fi usage and policy

Establish a Remote Access
policy

Use these tips to
 safeguard your system

Invest in Cyber Security
 Insurance

Following these tips will help keep your data protected against cybercrimes. 
For more information, please contact us at IT21st:  855.488.2178
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